
Be
#WebSafe
AndWise

SMART
Do not share personal information.

MEETING
Do not meet strangers.

ACCEPTING
Do not accept everything sent to you on
social media.

TELL
Tell a trusted adult if you are afraid when on social media

RELIABLE
Not everything is true on social media.

QUICK TIPS FOR CHILDREN TO BE SAFE ONLINE
1. Guard Your Secrets: Address, birthdate, telephone number, parents’ work address/telephone
number etc. are personal and must not be shared with unknown person and without parents’
consent.
2. Protect Your Password: Don’t give out your passwords of emails or social media accounts to
anyone (even your closest friends).
3. Check Before Downloading: Always be cautious while downloading from unknown websites and
clicking on web links. 
4. Think twice before sharing: Don’t share your personal/family pictures without first checking with
your guardian/parents.
5. Safe Meet-ups: Avoid meeting any stranger acquainted online. If necessary, inform your parents. 
6. Set Online Rules with Parents/guardians: Set up rules for going online with your
parents/guardians. Decide the time and duration you can be online including appropriate sites for
you to visit. Do not access sites without their permission.
7. Speak up: Tell your parents/guardians or trusted adult right away if you come across any message,
email, videos or images that make you feel uncomfortable.
8. Report Unpleasant Messages: If you receive any threatening or offending message, let your
parents/guardians know immediately.
9. Teach and Share Knowledge: Keep sharing knowledge with friends on how to be safe online.
10. Be a Responsible Online Citizen: Be good to others online and don’t indulge in any activities that
could hurt others or is forbidden by the law.

#WebSafeAndWise


